A. Preservation:  What is it?

In an archival or historical context, this concept has been defined variously:

1. to provide adequate access to the significant properties [of something]

2. to retain information objects and their meaning

3. to recreate the original form and function of an object

4. to retain [something] that is faithful to the original object

5. to return the object as nearly as possible to its state at the time of its creation

6. to provide access to the information source and its meaning as it was intended when it was created

A distinction is usually made here between the carrier of information and its content.  Priority is sometimes given to providing long-term access to the intellectual content of an object--to preserving the integrity of this content.  But this distinction is difficult to maintain even in the case of ordinary print objects, if the carrier includes not merely the physical medium (paper) but also the sentences or graphics that convey the meaning of the object to a reader or viewer.  Is a translation, for instance, really the intellectual equivalent of the original?  Will 1,000 words really convey the experience of viewing a picture?  How much preservation of the original is required to retain the “original behaviors” of the object in question?  When does reformatting or migration cease to preserve the original object and create something new, even if the new object can in some sense be considered to be conceptually equivalent to the original?

When we talk about preserving the College Web site (or the complex, dynamic object that is the core of the College Web site), we need to be clear about what it is that we want to save, and why.  This is only partly a technical issue.  The archival question is rather:  What is it about the College Web site that demands our attention as custodians of the College’s history?  What does the site document?  For what does the site provide important, perhaps unique, evidence?  How do the form and content of the site demonstrate the activities, functions, and multiple roles of the College?

B. Authenticity:  What is it?

In the archival context, authenticity is about origins.  An information object is authentic if it is what it claims to be:  an unaltered record of an event, activity, or state of affairs, created by the identified author (if any).  An authentic object need not be contemporary with the content described, nor need it be truthful.  Authenticity is not the same concept as reliability.  It is therefore meaningful to speak of an authentic forgery.  In the digital environment, an object that is copied can legitimately be regarded as authentic.  If this were not true, then it would be impossible to preserve authentic digital objects, so long as any method of archival management of digital objects involves refreshing or migration.  Hence the reliability of the duplication process becomes a serious consideration.

C. Preservation Strategies

The literature identifies at least six general strategies for perserving digital objects (with some  overlap):

1. de-digitizing (conversion to analog)

2. data archaeology

3. technology preservation

4. refreshing

5. migration

6. emulation

A viable preservation program for digital objects will almost certainly include more than one of these strategies.  For instance, refreshing the carrier of a digital object will almost certainly be an integral part of most of the other strategies; decay of any digital storage medium of which we have any experience is inevitable.

For critical, relatively simple documents conversion to paper or microform is probably essential until we have discovered something equally stable.  Conversion of complex digital objects to an analog medium almost certainly guarantees some loss of features and behaviors, but may be better than nothing.

Data archaeology, on my view, means simply that we place a digital object on a stable medium, refresh it on a conservative schedule, and trust that in the future someone will be sufficiently expert to recover and interpret it—perhaps even view it as we do now.  Even if we don’t have the resources or expertise to do anything else, we should probably at least do this.

Technology preservation is one way to give our hypothetical, future expert some serious help.  Along with saving the digital object and refreshing it on a conservative schedule, we also preserve the original hardware/software configuration required to view and interpret it as originally intended.  If everything still works in a century, this is perhaps the most reliable way to transmit a digital legacy.

Refreshing is a response to the inevitable decay of any physical carrier with which have any experience (even paper).  While claims are being made that archival-quality CD-R will last 100-200 years, a more conservative approach would probably mandate refreshing a CD-R disk every 10 years.  It will also be critical to have hardware that can both read and write our digital object without error.  Without this assurance, we cannot be certain that we are preserving the authenticity of the digital object.  Moreover, we need to provide some kind of procedural guarantee that the digital object has not been changed in any meaningful way during the replication.  This might, for instance, require administrative authentication of the user.

Migration is combination of refreshing and a response to evolving intrepetive hardware and software.  At the same time we refresh the carrier, we also translate the bitstream into a format readable by each successive generation of interpretive software.  Hence, at each migration, we will need both hardware and software that will read the digital object, and then translate it into the format required by the next generation of viewing technology.

Emulation I don’t understand.

Author: Tom McFadden

Date: 13 August, 2002

