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Do you know where your data are tonight?  Are they hanging out with defunct data formats?  Has-been hardware?  Obsolete operating systems?  If so, they aren’t coming home in the morning.  Ever.  This is the bracing message of these two recent publications of the Council and Library and Information Resources and the Library of Congress.
  If you are the custodian or publisher of digital data, or a subscriber to someone else’s digital data, you need to know the risks involved in any of the currently proposed strategies for preserving these data into the next decade (let alone into the indefinite future).  And you need to understand one thing very clearly:  all of these strategies suffer from the same inescapable defect, namely, that the future has not yet arrived.  We have no real-world experience with the success (or failure) of any known technique for preserving digital data into any specified time in the future.  This is not a trivial problem.  Other methods for preserving information (printing, say, or microfilm) have already proven their viability for very long periods of time.  We therefore know something about the likelihood of success using such techniques because we have already seen it happen.  This is not the case with any of the strategies for archiving digital information discussed in these two (otherwise very helpful) publications.

Building a National Strategy for Digital Preservation: Issues in Digital Medial Archiving (hereafter: Building) reports, in part, the results of a series of interviews and other surveys done in late 2001 among members of the publishing, academic, and library communities.  Each of these sectors of cultural production has concerns—many similar, some distinct—about the preservation of the resulting products or inventory.  Many of these issues are matters of public policy, and not merely preoccupations with historical or cultural archiving of the life and mind of a society.  In either case, the central questions are clear:

1. What will be preserved?

2. For what purpose?

3. For whom?

4. For how long?

5. Who will decide (and take responsibility)?

The contributors to Building raise, discuss, and sometimes attempt preliminary answers to these questions for a variety of digital formats:  journals, electronic books, the World Wide Web, sound recordings, video recordings, and television programming.  Several of these formats are themselves frequently a complex bundle of other formats.  A television broadcast, for example, may include digital elements, analog elements, sound, still and moving images, and computer-generated images that do not appear in all versions of the final product.
  As the broadcast is put together in all its details, the formats of various parts may pass through several stages of sophistication.
  Similarly, a World-Wide-Web site can be an enormously complex intersection of data formats of all kinds.  Just how to preserve this mixture while also salvaging even approximately the look and feel of the original is a daunting problem.

Kenneth Thibodeau’s contribution to The State of Digital Preservation: An International Perspective (hereafter: State) is an intelligent and comprehensive survey of the technical problems and prospects of digital archiving.
  Any strategy for preserving digital formats immediately runs into the following obstacles:

1. Medium longevity

2. Format compatibility

3. Hardware compatibility

4. Operating system compatibility

5. Reader (interpreter) availability

We know very little about the stability of (CD-R) optical disks, the most probable medium for long-term digital archiving.  Despite the scare stories of a few years ago, this technology seems likely to yield a physical object that will retain data storage capability for upwards of 100 years, if carefully preserved in archival conditions.  But not only is this not really adequate for true archival preservation, these results are based solely on laboratory aging tests.  So, in any case, we will almost certainly face the need for data refreshing onto new media types.  But this is not the most serious problem with the data.


We are (sadly) familiar with the problem of reading our old text files, after we have enthusiastically upgraded to the latest version of our favorite word-processing package.  Most applications software includes backward compatibility for a few generations (= 6 months), but after that a document starts to lose weight.  Formatting features are the first to go, then other file formats embedded in the text, and finally the entire document.  Various shared file formats into which text files can be converted for transfer among programs are only a temporary solution.  The crucial question, one for which right now there is no obvious answer, is:  How do we preserve data format compatibility across multiple generations of operating system and applications program environments?  If we cannot solve this problem, then having a long-term physical storage medium will be of no help.


State contains contributions from Meg Bellinger and Laura Campbell on recent digital preservation projects conducted by OCLC and the National Digital Infrastructure Initiative.  Clearly, unless a national effort is sponsored and funded, much of the kind of information we now assume without question will be archived for future generations will in fact be lost.  This is especially true of documents and images traditionally regarded as subject to “archiving” by educational,  administrative, and government agencies.  Botany Bay, geographic isolation notwithstanding, has initiated a number of extremely interesting efforts to identify and preserve national and regional data through centralized coordination and support.  Colin Webb
, in his contribution to State, remarks that the National Library of Australia (NLA) has “made a substantial contribution to digital preservation practice, research, and thinking,” (State, 65).  This is much too modest.  The Library’s WWW site on digital archiving in general, Preserving Access to Digital Information (PADI), is a goldmine of information about the theory and practice of digital preservation.  At the same time, however, the NLA has also put online its own efforts to preserve the published national heritage, especially material published in electronic formats.  Somehow it seems appropriate that this project should be called PANDORA.  Anyone wanting to understand the technical and public policy issues surrounding digital preservation, and the myriad of conflicting solutions currently being discussed, could do much worse than start with these NLA resources.


Given all of the talk in CLIR publications about the importance of metadata in digital archiving, it is unfortunate that none of their publications on this topic are indexed.  They should rethink this editorial policy.  Aside from that, these two most recent publications can be enthusiastically recommended as maintaining a strong tradition of original contributions to the conversation on digital archiving and preservation.

� Other titles in the series relevant to the digital archiving issue are:  Jeff Rothenberg, Avoiding Technological Quicksand: Finding a Viable Technical Foundation for Digital Preservatino (Washington, D.C.: Council on Library and Information Resources, 1999); Gregory W. Lawrence, et. al., Risk Management of Digital Information: a File Format Investigation (Washington, D.C.: CLIR, 2000); Authenticity in a Digital Environment (Washington, D.C.: CLIR, 2000); Daniel Greenstein and Suzanne E. Thorin, The Digital Library: a Biography (Washington, D.C.: CLIR, 2002).  In general, the CLIR series entitled “Strategies and Tools for the Digital Library” will be useful to anyone interested in these problems.


� In one market, a given television broadcast may include (for example) a Coke can in the background of a scene; in another market, this object may be digitally altered to appear as a Pepsi can.  In what sense are we talking about the “same” television program, and which one do we preserve?  Heraclitus was right, after all I guess.


� For example, a still photograph, when panned in the technique popularized by Ken Burns in his documentary films, takes on a whole new level of format complexity (and therefore of implications for preservation).


� Thibodeau is the director of the Electronic Records Archives Program at the National Archives and Records Administration (NARA).


� Remember the Obsborne?  Sinclair?  These, among a great many, are examples of defunct microcomputer hardware platforms.  Emerging and existing data formats constitute a veritable alphabet soup of evolving (and often incompatible) standards.  There is little reason to believe that any currently existing format standard will retain readability into the near-term, let alone indefinite, future.  For a useful survey of these problems, see Bryan Bergeron, Dark Ages II: When the Digital Data Die (Upper Saddle River, NJ: Prentice Hall, 2002).


� Webb has been Director of Preservation Services at the NLA since 1993.


� � HYPERLINK "http://www.nla.gov.au/padi" ��http://www.nla.gov.au/padi� and � HYPERLINK "http://pandora.nla.gov.au/" ��http://pandora.nla.gov.au/� 








